
HOW MANY MALICIOUS EMAILS 
COME FROM FREEMAIL ACCOUNTS?

TOP 5 MOST IMPERSONATED 
FREEMAIL DOMAINS

EXAMPLES OF DOMAINS FLAGGED FOR 
IMPERSONATION IN TESSIAN'S NETWORK...

@adp.com.br 
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@amazon.online.com 
@storage-micro-sharepoint.com
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CYBERSECURITY AWARENESS MONTH

MOST IMPERSONATED BRANDS ACROSS ALL INDUSTRIES VIA DISPLAY NAME

MOST IMPERSONATED BRANDS BY INDUSTRY

17% FREEMAIL 83% OTHER

① gmail.com gmail.com

③③ outlook.com outlook.com

⑤⑤ yahoo.com yahoo.com

② hotmail.com

④ icloud.com

Learn about 
Human Layer Security.
Want to learn more about how Tessian prevents spear phishing, 
business email compromise, account takeover, and other 
targeted email attacks?

Tessian’s mission is to secure the human layer. Using machine learning technology, Tessian automatically 
stops data breaches and security threats caused by human error - like data exfiltration, accidental data 
loss, business email compromise and phishing attacks - with minimal disruption to employees’ workflow. As 
a result, employees are empowered to do their best work, without security getting in their way. Founded 
in 2013, Tessian is backed by renowned investors like Sequoia, Accel, March Capital, and Balderton.
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